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Event Title CYBER SECURITY AWARENESS AND JOB OPPURTUNITIES
IN PRIVATE MNC’S AND GOVERNMENT SECTOR
Resource Person K.prasad Rao

Cyber-Security Coordinator
Corporate & Academic
National Security Database& ISAC

Academicyear 2023- 24 Quarter 1

Program Type WEBINAR
(Workshop / Motivation speech / Field Visit /
Competition / Others)

Program Theme Others
(IPR / R&D and Innovation / Start-up /
Entrepreneurship / Design Thinking / Incubation
& Pre - Incubation / others)

Start date & End Date 7.1.2023 7.1.2023

(DD/MM/YYYY)

Duration of the activity (in Mins) & | Duration: Start Time: End Time:

Start Time & End Time 2 11.00AM 1.00PM

Participants Students: Faculty: External:
76 1 1

Mode of session ONLINE

(online / offline)

Face -

book/Twitter/Integra/LinkedIn

URL

Event Organizer / Coordinator K.prasad Rao

Faculty Name / Department / Designation Cyber-Security Coordinator

Corporate & Academic
National Security Database& ISAC

Target Participants Students from AVIT

Outcome Awareness on Job Oppurtunities in MNC’S and government
sector in Cyber Security Domain

Expenditure Amount, If any Nil
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Vinayaka
Mission's

Foundation

Resaarch SHANTHA SHALINI <shanthashalini.avcs086@avit.ac.in>

Fwd: Expert talk - approval - reg.

1 message

hod cse <hodcse@avit.ac.in> Wed, Feb 15, 2023 at 12:09 PM

To: shanthashalini.avcs086@avit.ac.in

Regards
Dr.J.Jagadeesan
Professor & Head,
Department of CSE
AVIT

---------- Forwarded message ---------

From: suresh.samuel healthsana.com <suresh.samuel@healthsana.com>

Date: Tue, Nov 29, 2022 at 2:42 PM

Subject: RE: Expert talk - approval - reg.

To: PRINCIPAL AVIT <principal@avit.ac.in>, approval_avit_request <approval_avit_request@vinayakamissions.com>
Cc: STB Office <stb.office@vinayakamissions.com>, S MANIKANDAN Accounts <manikandan.accounts@avit.ac.in>,
HOD CSE <hodcse@avit.ac.in>

Pl go ahead

From: PRINCIPAL AVIT <principal@avit.ac.in>

Sent: 29 November 2022 14:03

To: approval_avit_request <approval_avit_request@vinayakamissions.com>

Cc: STB Office <stb.office@vinayakamissions.com>; S MANIKANDAN Accounts <manikandan.accounts@avit.ac.in>;
HOD CSE <hodcse@avit.ac.in>

Subject: Re: Expert talk - approval - reg.

Dear Sir / Madam,

Kindly do the needful.

With regards

Dr. G. SELVAKUMAR,

Principal

Aarupadai Veedu Institute of Technology (AVIT)
Vinayaka Mission's Research Foundation
(Deemed to be University)

Rajiv Gandhi Salai (OMR)

https://mail.google.com/mail/u/0/?ik=d1d7dd26b4 &view=pt&search=all&permthid=thread-f%3A1757878073699739664 &simpl=msg-f%3A1757878073...

1/2



2/18/23, 9:37 AM Aarupadai Veedu Institute of Technology Mail - Fwd: Expert talk - approval - reg.
Paiyanoor - 603 104

Mobile: 7550013555

www.avit.ac.in

On Sat, Nov 26, 2022 at 6:01 PM PRINCIPAL AVIT <principal@avit.ac.in> wrote:
Dear Sir / Madam,

The Department of Computer Science and Engineering is proposed to organize an expert talk on Cyber Security
Awareness and Opportunities available in MNC's and Government Sector" an 30.11.2022. The budget is Rs. 13,000/-.

Kindly approve the same.

With regards

Dr. G. SELVAKUMAR,

Principal

Aarupadai Veedu Institute of Technology (AVIT)
Vinayaka Mission's Research Foundation
(Deemed to be University)

Rajiv Gandhi Salai (OMR)

Paiyanoor - 603 104

Mobile: 7550013555

www.avit.ac.in

---------- Forwarded message ---------

From: hod cse <hodcse@avit.ac.in>

Date: Mon, Nov 21, 2022 at 12:16 PM
Subject: Expert talk - approval - reg.

To: PRINCIPAL AVIT <principal@avit.ac.in>

Dear sir

PFA

https://mail.google.com/mail/u/0/?ik=d1d7dd26b4&view=pt&search=all&permthid=thread-f%3A175787807 3699739664 &simpl=msg-f%3A1757878073 ... 2/2
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Cordially invites you all for the expert talk on

Cyber Security Awareness and Opportunities
Available in MNC’S and Government Sectors

® 07.01.2023, Saturday ® 11.00 a.m. Virtual Mode : Zoom

O ,;}5'““{‘\% Resource Person
L J

) &
ISAC Wy v Coptonme Mr. K. Prasad Rao
o Cyber Security Co-Ordinator,

Corporate & Academic,
National Security Database & ISAC

In the presence of

Dr. G. Selvakumar, Principal, AVIT
Dr. J. Jagadeesan, Professor and Head, CSE, AVIT

Event Coordinator : Mr. K. Karthik
Asso. Prof., CSE., AVIT

Organized by : Department of Computer Science and Engineering
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AARUPADAI VEEDU INSTITUTE OF TECHMNOLOGY

WEBINAR REPORT

Cyber Security Awareness and Opportunities Available in MNC'’S
and Government Sectors

The Department of Computer Science and Engineering in association with Information Sharing and
Analysis Center (ISAC), India’s Leading Non-Profit Foundation on Advanced Cyber Security
organized Webinar Titled “Cyber Security Awareness and opportunities Available in MNC’S and
Government Sectors” on 7.1.2023 From 11.00AM to 1.00PM. The Webinar Started with Coordinator
of the Event Mr. Prasad Rao, Welcoming the Guests, and all Participants of the Event. He Introduced
Mr. Anand Naidu, Director (ISAC) to the Participants. he explained about ISAC The focus of ISAC is
on expanding the knowledge and culture of cybersecurity and safety, especially in youth and teenagers.
To further extend this initiative, it is important to make inroads directly with students in colleges,
universities as they are the voice of tomorrow. it is pivotal for students to gain experience of the
market and attain a business sense while earning some benefits along the way. Moreover, he also
emphasized that ISAC is focused on Defensive skills for protecting National Critical Information
Infrastructures, the Defend the Flag series help sector specific organizations build capacity in cyber

security and learn the latest trends in SOC and Datacenter security.

The Participants were also shown video Clippings of Virtual labs that are available in Cyber Security.
Videos of Railway network Systems taken over by the hackers and how ISAC is playing an Important

Role in preventing the above Scenarios.

Mr. Anand Naidu, Director (ISAC) also informed the Participants about the various levels of
Certification Courses offered by the ISAC to Working Professionals and Students of Various Colleges

and Universities. And opportunities they have in MNC’S and Government Sectors.

Finally, Mr. Prasad Rao, Coordinator of this event thanked all the Participants for showing Interest and

spend their time in attending the webinar.
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Benefits: Hazards:

- A friend in need .. Provides = Perennial Distractor
Information / Guidance / Access « Privacy Intrusion

» Fast and efficient helper - Potential misguidance

= Gateway to gain knowledge - Peer pressure

= Brings people closer ... - Weapon on social life

disappearing distances

+ Enhances business, ease and pace
of life

= Crimes on legitimate users
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PARTICIPANTS LIST

S.NO STUDENT NAME REGNO DEPT/BRANCH YEAR
1. AMARJEET KUMAR 3501910507 | CSE v
2. Sudhanshu Kumar Singh 3501910571 | CSE v
3. Kumar Ankit 3501910534 | CSE v
4, Ved Parkash raj 3501910575 | Cse Y
5. AMARJEET KUMAR 3501910507 | Cse v
6. Sangaraju sreekanth varma 3501910556 | CSE Y
7. Abhishek Dutta 3501910501 | CSE v
8. Raushan Kumar 3501910551 | CSE v
9. Raushan kumar 3501910552 | CSE v
10. | S Rohit kumar 3501910554 | CSE v
11. | MANISH SINGH 3501910537 | CSE \Y;
12. | SHAMIM ALAM 3501901564 | CSE v
13. | Kumar Ankit 3501910534 | CSE \Y;
14. | ADITY RAJ 3501910503 | CSE v
15. | ALUVALA PAVANCHANDRA 3501910505 | CSE v
16. | Gopika 3501910521 | CSE v
17. | Ankit Kumar 3501910510 | CSE v
18. | Upputuri sathwik chowdary 3501910574 | Cse v
19. | Himanshu Kumar 3501910524 | CSE Y
20. | Beauty kumari 3501910515 | CSE \Y
21. | Deepika 3501910518 | CSE Y
22. | Md Zishan 3501910540 | CSE v
23. | Kumari Rupali 3501910535 | CSE Y
24. | RAHAMATHUNISA.S 3501910548 | CSE v
25. | Rohan Kumar 3501910553 | CSE v
26. | SATHESH KUMAR H 3502120507 | CSE I
27. | ABISHEK RAVICHANDRAN 3502120501 | CSE I
28. | Rajesh Kumar Thakur 3502010542 | Cse [l
29. | Lalit kumar sahu 3502010520 | CSE 11
30. | INDAL KAMTI 3592010508 | AI&DS 1"
31. | MOTHEESHWARAN Y 3592010509 | AIDS "
32. | Sathiyapriyan 3602010511 | Cs 11
33. | PRADEEP Kumar 3602010509 | CS 1"
34. | MD IRSAD 3602010507 | CS 1"
35. | AMIT KUMAR 3602010502 | CSE-CS 1"
36. | Rewin Satheesh 3602010510 | CS 11
37. | Manikandan.B 3602010506 | CS 11
38. | NareshM 3592110523 | AI&DS 1]
39. | Suijith 360211523 | CS Il
40. | AJAY KUMAR MAHTO 3502110506 | CSE 1]
41. | Satyam kumar 3502110553 | CSE 1]
42. | Shashi Bhushan Kumar 3502110558 | CSE [l
43. | Vineet kumar 3502110569 | CSE 1]
44. | ATIQUR RAHMAN 3502110511 | CSE 1]




45. | AFTAB ALAM 3502110505 | CSE 1]
46. | James Newton 3602110509 | cs Il
47. | Suijith 360211523 | CS 1]
48. Dhanush 3592110507 | AI&DS 1]
49. | Shashi Bhushan Kumar 3502110558 | CSE 1]
50. | Kundan Kumar 3502110528 | CSE Il
51. MD YASIR FARAZ 3502110532 | CSE 1]
52. | Rahul kumar 3502110547 | cse Il
53. | JothigaS L 3602220502 | Cs 1]
54. | Nvenkateswarlu 3502110536 | Cse Il
55. | Gulshan Kumar 3502110521 | Cse Il
56. | MANOJK P 3502220506 | CSE 1]
57. | AJAY KUMAR MAHTO 3502110506 | CSE 1]
58. | Satyam kumar 3502110553 | CSE Il
59. Pradeep Kumar yadav 3592110524 | AI&DS 1]
60. | Yuvan Shankar 3502110570 | Cse Il
61. | Vineet kumar 3502110569 | CSE 1]
62. | Kandula srinivasareddy 3502110525 | BE. CSE Il
63. | Nitish kymar 3592163540 | AIDS Il
64. | G.Siva shankar 3502110560 | Cse Il
65. | Raushan kumar 3502110549 | Cse [l
66. Dhanush 3592110507 | Al &DS 1]
67. Magesh 3602110513 | B.ECS 1]
68. | M.joe samson 3602110511 | CS Il
69. RAMESH R 3602110518 | Cs 1]
70. | SOWMIYA M 3592110530 | AIDS 1]
71. | Dhiraj kumar 3502110517 | Cse Il
72. | Dhiraj kumar 3502110517 | Cse Il
73. | M.Dhileepan kandhasamy 3592110508 | AIDS Il
74. Naresh M 3592110523 | AI&DS 1]
75. | Suijith 360211523 | CS 1]
76. | AJAY KUMAR MAHTO 3502110506 | CSE 1]
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