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DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING

REPORT ON VIRTUAL INDUSTRIAL VISIT TO HEBESEC TECHNOLOGIES

Department of Computer Science and Engineering has organized virtual Industrial Visit to Hebesec
Technologies on 27.1.2022 from 10:30 am to 12:30 pm. Mr.K.Karthik, Assistant Professor,
delivered Welcome address. Mr.Ram Sundar, Director of Hebesec Technologies, delivered the
services, vision Mission and consulatants of Hebesec Technologies. He has explained the concepts
of cyber security and SQL injection Attacks with demonstration. Mrs.V.Subapriya, Assistant

Professor-Il of CSE Department is the coordinator of the event and delivered vote of thanks.
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1 OBJECTIVE 2 DESCRIPTION

* TT infrastructure, including
appications, servers, and network
components, Is subjected to
extensive tosting.

Within the szme zrea of concentration, vunerabilty Assessments and

Penetration Testing achieve two unigue aims, frequently with ciffering

resuits. Vulnersbility essessment toals dentfy which vulnerabilities exist,
bk they da not distinguish between exploitable and non-explaitable issues

* Vulnerabilities in IT infrastructure
canbe nd at the O,
apication, and natwark lovels

Penetration tests try 1o exploil a system's flaws to see If unautharised
access or other malicious conduct Is possible, 5 well 3 idently the threats.
By Iteratively identifying the waakest link in the chain and addressing real
threats, the AUWAPT HRC's practise serves varied securty assessment

. A 1\ meeting PCT, SO, 150
demands ranging fram awareness to severe penetravin and ethicel hacking.

27001, and HIPAA campliance
cequirements.
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Cryptography

ebeSec Technologies (Guest)

Web Application
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